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Statutory/Program Assurances
The following assurances apply to this program. In order to meet the requirements of the program, the applicant must 
comply with these assurances. 
Check each of the following boxes to indicate your compliance. 

1. The applicant provides assurance that program funds will supplement (increase the level of service), and not supplant
(replace) state mandates, State Board of Education rules, and activities previously conducted with state or local funds. The 
applicant provides assurance that state or local funds may not be decreased or diverted for other purposes merely 
because of the availability of these funds. The applicant provides assurance that program services and activities to be 
funded from this LOI will be supplementary to existing services and activities and will not be used for any services or 
activities required by state law, State Board of Education rules, or local policy.

2. The applicant provides assurance that the application does not contain any information that would be protected by the
Family Educational Rights and Privacy Act (FERPA) from general release to the public.

3. The applicant provides assurance to adhere to all the Statutory and TEA Program requirements as noted in the
2020-2021 CTE Perkins Reserve Program Guidelines.

4. The applicant provides assurance to adhere to all the Performance Measures, as noted in the 2020-2021 CTE Perkins
Reserve Program Guidelines, and shall provide to TEA, upon request, any performance data necessary to assess the 
success of the program.

5. The applicant provides assurance that they accept and will comply with Every Student Succeeds Act Provisions and
Assurances requirements.

6. The applicant provides assurance that they will continue to meet all Statutory Requirements as outlined in their
2020-2021 Perkins Formula Grant, which is incorporated by reference.

7. The applicant provides assurance that curriculum will be appropriately aligned to regional labor market supported CTE
programs of study including higher education programs of study where applicable.

8. Applicants provide assurance that they will submit a Memorandum of Understanding (MOU) detailing the relationship
between the institute of higher education, the LEA, and business and industry partner(s) within 90 days of the grant start 
date. The MOU will establish joint decision-making procedures that allow for planning and implementation of a coherent 
program across the institutions. The partnership and the MOU must include provisions and processes for collecting, 
sharing, and reviewing student data to assess the progress of the students.

The LEA or ESC submitting this application is the fiscal agent of a planned SSA. All participating agencies will enter 
into a written SSA agreement describing the fiscal agent and SSA member responsibilities. All participants 
understand that the “Shared Services Arrangement Attachment” must be completed and signed by all SSA 
members, and submitted to TEA before the NOGA is issued.

Shared services arrangements (SSAs) are permitted for this grant. Check the box below if applying as fiscal agent.x
Shared Services Arrangements

https://tea.texas.gov/Finance_and_Grants/Grants/Administering_a_Grant/Provisions_and_Assurances/
https://tea.texas.gov/Finance_and_Grants/Grants/Administering_a_Grant/Provisions_and_Assurances/
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Summary of Program
Provide an overview of the program to be implemented with grant funds. Include the overall mission and specific needs of 
the organization. Describe how the program will address the mission and needs. 

Describe the major goals/objectives of the proposed program. What activities/strategies will be implemented to meet those 
goals/objectives? 

Performance and Evaluation Measures
Describe the performance measures identified for this program which are related to student outcomes and are consistent 
with the purpose of the program. Include the tools used to measure performance, as well as the processes that will be used 
to ensure the effectiveness of project objectives and strategies. 

Goals, Objectives, and Strategies

Budget Narrative
Describe how the proposed budget will meet the needs and goals of the program, including for staffing, supplies and 
materials, contracts, travel, etc. If applicable, include a high-level snapshot of funds currently allocated to similar programs.  
Include a short narrative describing how adjustments will be made in the future to meet needs.
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 TEA Program Requirements
1. Focus Area 1 - Texas Regional Pathways Network Planning Grant
The applicant must identify --in partnership with all LEAs included in the application, a public institution of higher 
education, employer partners, and local workforce development board, economic development agency, and/or chamber of 
commerce --high-wage and in-demand occupations and TEA approved statewide or regionally approved CTE programs of 
study that lead to these occupations. Regional labor market information must be included in the application demonstrating 
how the CTE programs of study were identified. Applicants may use LWDA Labor Market Information and Resources from 
TEA to demonstrate labor market alignment.

2. Focus Area 1 - Texas Regional Pathways Network Planning Grant
The applicant must provide a sample crosswalk that identifies secondary and postsecondary coursework that would be 
required of a student in the program of study in order to complete a certificate or receive an associate degree from the 
partnering general academic teaching institution(s) within two-three years of graduating from high school. The crosswalk 
should align to higher education program of study curricula where applicable and also demonstrate how the program of 
study can lead to a bachelor's degree.

https://tea.texas.gov/academics/college-career-and-military-prep/career-and-technical-education/approved-cte-programs-study
https://tea.texas.gov/sites/default/files/Regional%20Programs%20of%20Study%20at%20a%20Glance%202020-2021.pdf
https://tea.texas.gov/academics/college-career-and-military-prep/career-and-technical-education/lwda-labor-market-informati\hich\af1\dbch\af37\loch\f1 on-and-resources
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 TEA Program Requirements (Cont.)
3. Focus Area 1 - Texas Regional Pathways Network Planning Grant
The applicant must identify strategic partnerships already in place that provide an advantage in implementing the 
proposed project/initiative. Strategic partnership examples include, but are not limited to: JET Grant, Internship Challenge, 
Texas Industry Partnership, Jobs Ya'll, Talent Connection, P-20 Councils, TWC Career Specialists, 60x30TX Regional Target 
Advisory Groups, etc. 

4. Focus Area 2 - Texas Regional Pathways Network  Implementation Grant
The applicant must demonstrate how grant funds will be used to increase the number of participating LEAs (and 
other partners, as appropriate) partnering to provide at least one TEA approved statewide or regional CTE program 
of study that spans secondary and postsecondary education and includes an appropriate sequence of courses that 
are aligned with high-wage and in-demand occupations identified by the local regional workforce board. Applicants 
may use LWDA Labor Market Information and Resources from TEA to demonstrate labor market alignment. 

5. Focus Area 2 - Texas Regional Pathways Network Implementation Grant
[Or] The applicant must expand the number of CTE programs of study that span secondary and postsecondary 
education and include an appropriate sequence of courses that are aligned with high-wage and in-demand 
occupations identified by the local regional workforce board.

https://tea.texas.gov/academics/college-career-and-military-prep/career-and-technical-education/approved-cte-programs-study
https://tea.texas.gov/academics/college-career-and-military-prep/career-and-technical-education/lwda-labor-market-informatio\hich\af1\dbch\af37\loch\f1 n-and-resources
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6. Focus Area 2 - Texas Regional Pathways Network Implementation Grant
The applicant must describe the capacity of the designated intermediary organization to carry out the functions 
related to this role, including --but not limited to --convening cross-sector stakeholders, supporting regional 
education and workforce development initiatives, working with educators and employers to create work-based 
learning experiences and place students in them, and collecting data to evaluate program outcomes and plan for 
continuous improvement. 

7. Focus Area 2 - Texas Regional Pathways Network Implementation Grant
The applicant must provide, for all pathways, crosswalks that identify secondary and postsecondary coursework 
that would be required of a student in the program of study in order to complete a certificate or receive an associate 
degree from the partnering general academic teaching institution(s) within two-three years of graduating from high 
school. The crosswalk should align to higher education program of study curricula where applicable and also 
demonstrate how the project can lead to a bachelor's degree. 

 TEA Program Requirements (Cont.)
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 TEA Program Requirements (Cont.)

9. Focus Area 2 - Texas Regional Pathways Network Implementation Grant
The applicant must develop and submit a proposed sustainability plan to ensure that the applicant will continue to 
meet the goals of the grant after the end of the grant program. 

8. Focus Area 2 - Texas Regional Pathways Network Implementation Grant
The applicant must identify strategic partnerships already in place that provide an advantage in implementing the 
proposed project/initiative. Strategic partnership examples include, but are not limited to: JET Grant, Internship 
Challenge, Texas Industry Partnership, Jobs Ya'll, Talent Connection, P-20 Councils, TWC Career Specialists, 
60x30TX Regional Target Advisory Groups, etc.
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Equitable Access and Participation
Check the appropriate box below to indicate whether any barriers exist to equitable access and participation for any groups 
that receive services funded by this program.

The applicant assures that no barriers exist to equitable access and participation for any groups receiving services 
funded by this program.
Barriers exist to equitable access and participation for the following groups receiving services funded by this grant, as 
described below.

Group Barrier

Group Barrier

Group Barrier

Group Barrier

PNP Equitable Services
Are any private nonprofit schools located within the applicant's boundaries?

Yes No

If you answered "No" to the preceding question, stop here. You have completed the section. Proceed to the next page.
Are any private nonprofit schools participating in the program?

Yes No

If you answered "No" to the preceding question, stop here. You have completed the section. Proceed to the next page.

5A: Assurances
The LEA assures that it discussed all consultation requirements as listed in Section 1117(b)(1) and/or 
Section 8501(c)(1), as applicable, with all eligible private nonprofit schools located within the LEA's boundaries.
The LEA assures the appropriate Affirmations of Consultation will be provided to TEA's PNP Ombudsman in the 
manner and time requested. 

5B: Equitable Services Calculation 

1. LEA's student enrollment

2. Enrollment of all participating private schools

3. Total enrollment of LEA and all participating PNPs (line 1 plus line 2)

4. Total current-year program allocation

5. LEA reservation for direct administrative costs, not to exceed the program's defined limit

6. Total LEA amount for provision of ESSA PNP equitable services (line 4 minus line 5)

7. Per-pupil LEA amount for provision of ESSA PNP equitable services (line 6 divided by line 3)

LEA's total required ESSA PNP equitable services reservation (line 7 times line 2)
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Appendix I: Amendment Description and Purpose (leave this section blank when completing the initial application for funding)

An amendment must be submitted when the program plan or budget is altered for the reasons described in the 
"When to Amend the Application" document posted on the Administering a Grant page. The following are required to 
be submitted for an amendment: (1) Page 1 of the application with updated contact information and current 
authorized official's signature and date, (2) Appendix I with changes identified and described, (3) all updated sections 
of the application or budget affected by the changes identified below, and, if applicable, (4) Amended Budget 
Request. Amendment Instructions with more details can be found on the last tab of the budget template. 

You may duplicate this page

Amended Section Reason for Amendment

https://tea.texas.gov/Finance_and_Grants/Administering_a_Grant.aspx
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	TextField1[0]: Cyber security breaches are costly for businesses and their customers. In 2019, it is estimated that the cost of security spending surpassed $124 billion. Based on LWDA data, the need for qualified workers in the region will continue to grow at a rate of 36% with starting annual salary of $89,267. The mission of Cyber TX will increase the number of CTE students in a cyber security pathway in the  Region 20 area through Focus Area 1 strategies of an aligned and focused CTE Cyber Security curriculum developed in collaboration with San Antonio, Harlandale, and Northside ISDs.  Focus Area 2 will work to expand Cyber TX to the rural areas of ESC 20 and beyond to the rural districts in the ESC Region 15 area. The work of Cyber TX will close the skills and employment gap in the ESC 20 and ESC Region 15 area with an aligned cyber security program to make high-demand, high-wage jobs accessible.
	textfield[1]: Goal: To increase the number of students in rural and urban areas with cyber security workforce skills to meet the growing demand in this industry. Up to 2,716 high school CTE students from the ESC 20 will have access to Cyber TX. 
Objectives: Cyber TX will provide CTE students from each district with: aligned courses and industry specific training in cyber security; opportunity to take industry based certifications upon completion of the program; and work-based internship opportunities. Cyber TX will provide CTE professional development for 30 CTE teachers in cyber security. 
	FirstBenchTxt[0]: Performance and Evaluation Measures include:
1. Develop MOU's  with consortium community and industry partners for work-based learning experiences and IHE's to  
 serve students in advanced and dual credit course sequence.
2. Develop a detailed curriculum and plan for cyber security work-based learning experiences appropriate for students at each grade level to include: job shadowing, apprenticeships, career presentations, externships, internships
Evidence or tools used to measure success will include: certificates of completion or transcript of hours completed, cyber security specific certification exams, and end of program evaluations. Performance measures are outlined below: 
1. 30 CTE teachers will complete professional development in the cyber security workforce pathway 
2. 50 students from each school district (total of 200) will complete college level courses and training in cyber security 
3. 85% of students will pass certification exams to gain an industry-based certification
4. 85% will participate in workforce internships/externships 
The Consortium will meet monthly and provide updates on the progress of their assigned focus area. Each member will review and analyze data to monitor and make improvements to ensure effectiveness of objectives/strategies. 

	ProjEvalMod[0]: Program Manager and Coordinator salaries;  CTE Curriculum Writer to align CTE cyber security program; tuition: 30 teachers, and 23 students for virtual courses and UT Austin from Region 15 and rural districts;  CyberPatriot Virtual Training Camps for 50 students;  access to Schoolinks/MajorClarity;  Leader in Me membership; Regional Workbased Learning Lab; Cyber TX externship for teachers and students with virtual and in-person sessions; CAPM exam training-teachers/students;  RPBL with Integrated Principles of Project Management;  travel/program costs for teacher/student internship  (Comptia, A+Cohort, Network, Security+, CAPM, Scrum Master;  technology equipment;  software;  teacher and student training (Experience, Cyber Texas, Cyber Patriot, Comptia A+, Comptia Network, Comptia Security).  Funds from Carl Perkins SSA funds($100,000) and Summer CTE funds ($50,000) will work with Cyber TX grant funds. Adjustments to budget will be made as needed.
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	StatProgReq1Txt[0]: For Focus Area 1, the Cyber TX Consortium has identified the need for an aligned cyber security CTE program across districts in Region 20. This collaborative network includes San Antonio (SAISD), Southwest (SWISD), and Northside ISDs (NISD); University of Texas at San Antonio; San Antonio Chamber of Commerce; and workforce partners. After participating in planning meetings and conversations, the analysis of LWDA Labor Market data supports the need for an aligned cyber security CTE program in the ESC20 Region. UTSA has three research centers specializing in information security management and strategy, applied network and information systems security, government and industry cyber preparedness, and secure software and hardware design and engineering.  Workforce Solutions Alamo (WSA) has identified cyber security as a Target Occupation Career Path with a starting hourly wage of $32.15 and as one of the region's primary industry focus areas. The Cyber TX districts SAISD, SWISD, and NISD will collaborate and develop their CTE cyber security curriculum and teacher training offerings with the needs of the strategic business partnerships in the area. 
	StatProgReq2Txt[0]: ESC20 school districts: San Antonio, Southwest, and Northside ISDs will provide students with access to a cyber security CTE pathway that aligns with the needs of workforce partners at the Workforce Solutions Alamo (WSA). The work of the Cyber TX Consortium will align the cyber security program across the three districts' CTE programs to develop a robust and aligned workforce pathway that directly meets the needs to provide qualified workers to our workforce partners. The crosswalk of courses in partnership with the University of Texas at San Antonio that will be developed and lead to a acquiring college credit hours with industry based certifications are listed below:
Level 1( Grade 9): Principles of Information Technology, Fundamentals of Computer Science, and Foundations of Cybersecurity

Level 2 (Grade 10): Internetworking Technologies I, Computer Programming I, Computer Science I, AP Computer Science Principles, and Computer Maintenance/Lab

Level 3(Grade 11): Internetworking Technologies II, Engineering Applications of Computer Science Principles, Networking/Lab, Digital Forensics, AP Computer Science A

Level 4 (Grade 12): Cyber security Capstone, Practicum in Information Technology, Practicum in STEM, and Project-Based Research. Upon successful completion of course requirements, students will receive college credit hours towards a Bachelor's degree. 
High School/Industry Certifications: Oracle Certified Associate Java SE 8; Oracle Certified Database Associate; Cisco Certified Entry Networking Technician (CCENT); Associate of (ISC)2  
Certificate/License: GIAC Reverse Engineering Malware; Certified Advanced Windows Forensic Examiner; SAP Certified Technology Professional System Security Architect; Cisco Certified Network Professional Security Certification
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	AmendmentNo[0]: N/A
	StatProgReq3Txt[0]: Ongoing meetings and collaborations are currently in place to secure the workforce needs of the cybersecurity industry in the Region 20, San Antonio, and Bexar County area. Strategic partnerships include SA2020, SA Works, Alamo Area Council of Governance, San Antonio Economic Development Foundation, and SA Tomorrow Growth. The strategic partnerships have been successfully working to create an aligned cyber security industry cluster as evidenced in the Workforce Solutions Alamo's Local Plan. In addition, the WSA works with economic development professionals from rural communities to best align community resources and target/demand occupations to meet their needs, and to support initiatives identified as key drivers of future economic growth in the Alamo region. The presence of military bases throughout Bexar County open up additional possible cybersecurity employment opportunities outside of the business sector. The Cyber TX Consortium continues to support the efforts of local school districts by creating a pipeline to high-demand jobs within the area. 
	StatProgReq4Txt[0]: Cyber TX will provide expanded CTE services beyond the four participating school districts through capacity-building at ESC Region 15 and the MIddle Rio Grande workforce area. Districts within the ESC Region 15 will access CTE services that will create a robust cyber security CTE program to deliver high quality professional development services for the CTE teachers in Region 15 school districts.  Cyber TX spans secondary and postsecondary education offerings.  Rural school districts are continually challenged with recruiting and retaining qualified staff in CTE areas. Cyber TX will provide professional development and training for CTE teachers in rural areas to build capacity within their current CTE staff to add and sustain the cyber security workforce pathway to their CTE course offerings and to include additional school districts. 


	StatProgReq4Txt[1]: N/A
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	StatProgReq4Txt[0]: ESC-20 is a provider of high quality and innovative education resources and solutions to PK-12 school districts and charter schools with professional development, cooperatives, certification programs, employment services, and a testing center. ESC20 manages cooperatives and Shared Service Arrangements (SSA) that includes facilitating and managing large projects with multiple stakeholders across disciplines and programs. For example, the ESC20 Carl Perkins CTE SSA manages services for 28 member districts: assesses the CTE program needs, identifies resources and services to strengthen the CTE programs in rural areas, collaborates with workforce and university partners to connect CTE students to meaningful career field experiences, provides regular communication through monthly meetings and webinars, and allocates experienced staff to lead and manage complex and robust CTE plans and program evaluation requirements.  As part of the SSA services, ESC20 has the capacity to employ a full-time Cyber TX Program Manager to manage all grant requirements, coordinate work-based learning experiences internships/externships and advanced course work for students and teachers, and collect data to evaluate program outcomes and plan for continuous improvement.
	StatProgReq4Txt[1]: The Cyber TX crosswalk identifies the secondary and postsecondary coursework that will be required for students in the cyber security program of study in order to complete a certificate or receive an associate degree from Alamo College and UTA within two-three years of graduating from high school. Upon completion, students will have completed enough course credits to eliminate two years from a post secondary or four-year degree program. Internships/externships will be integrated within courses to provide practical application of learning to support workforce readiness skills. 
6th-7th Grade: 1) Virtual Cyber Externship; 2) Cyber Patriot Camp and Mentoring

8th Grade: 1) IT Fundamentals; 2) Cyber Patriot Camp and Mentoring; 3) Cyber Texas Externship at UTA (Certification: CompTIA IT Fundamentals)

9th Grade: 1) ITSC 1301 & COSC 1301 Intro to Computers-Semester 1; 2) ITSC 1305 Intro to PC Operating Systems-Semester 2; 3) ITSC 1321 Intermediate PC Operating System-Semester 2 (Certification: CompTIA A+)

10th Grade: 1) ITSC 1325 Personal Computer Hardware; 2) ITNW 1325 Fundamentals of Networking; 3) ITNW 1353 Supporting Network Server Infrastructure; 4) ITNW 2312 Routers (Certification: CompTIA Network+)
11th Grade: 1) ITSY 1300 Fundamentals of Information Security; 2) ITSC 1391 Special Topics CompTIA Security+ (Certification: CompTIA Security+)
12th Grade: 1) BMGT 2331 Principles of Quality Management; 2) 1309 Information and Project Management-Semester 2;   3) Certified Associate of Project Management (CAPM) Prep Course (Certification: CAPM)
Throughout each course, students will be immersed in work-based learning experiences to connect their learning to practical applications during an assigned internship in a cyber security focused position. 
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	StatProgReq4Txt[0]: Sustainability has been a careful consideration in the development of Cyber TX. The ESC20 Cyber TX leadership team will meet with each participating school district to identify available funding resources to sustain the momentum of the program. The Cyber TX Sustainability Plan provides evidence to support the continuation efforts beyond the grant period:
1.  Districts will market and communicate the success of the program with parents, community members, and school board trustees to gain their support and understand the importance of continuing the program beyond the grant period. Students and teachers will share their success stories at Cyber TX Information receptions. Business leaders, city council members, state representatives, parents, and district and community leaders will be invited to learn about the how Cyber TX is helping to bring the opportunity for high-wage and high-demand job for students in remote/rural school districts and to break the cycle of poverty for students from economically disadvantaged populations. Each district will work with their education foundation to fundraise and identify key donors to financially support the continuation of program for generations of future students. Social media accounts will be created to share Cyber TX success stories.
2. Cyber TX leadership team will work with district leadership to identify ways to utilize federal and state funding entitlements to also support continuation efforts. Within the Comprehensive Needs Assessment, strategies and activities will be added to the District and Campus Improvement Plans to include an allocation of Title I, Title II, Carl Perkins, High School Allotment, and Career and Technical Education Allotment funds to sustain grant activities.  In addition, other funding sources such as the Texas Workforce Commission's JET, SkillsUSA, and Dual Credit Equipment Grants will continue to support and build capacity for the future of Cyber TX for many more generations of students.  
3. University and community college partnerships will also continue to apply for CTE grant funds from a variety of funding sources. Both UTSA and Alamo Colleges have a grants department with staff to support the grant writing and implementation needs for the continued success of Cyber TX. 
4. Each workforce partner has committed to provide funds towards meeting the funding goals necessary for continuation.


	StatProgReq4Txt[1]: Strategic Parnerships: The global cybersecurity staffing shortage stands at 3 million and continues to grow. IT security jobs are in plentiful supply and those with the right skills will be able to take their pick of the choicest jobs. As Robert Herjavec, Founder and CEO of Herjavec group and Shark on ABC’s Shark Tank states, “If you know cybersecurity, then you have a guaranteed job – for life.” The strategic partnership with the University of Texas at Austin's Cyber Texas program has been instrumental in guiding the development for this program and assisting the ESC20 Cyber TX Consortium to plan a robust strategic program to address the shortage of cyber security jobs within the state and the nation. UTA's strategic location in Austin, TX has access to IT company partnerships to benefit the needs of the Cyber TX program. During each cyber security college-level course, students will gain relevant job experience in an internship with an actual workforce partner. At the end of the program, students will acquire an industry-based certification, an associate's degree, and 2 to 4 years of job experience. The benefit of this approach will allow students to secure employment in a high-demand and high-wage job industry immediately upon completion. In addition, Cyber TX will implement a Regional Workbased Learning Lab at ESC 20 facilities with industry trained professionals to facilitate course work. The central location serves as a convenient location for industry professionals to serve as guest speakers to enhance the learning and development of the Cyber TX program. 
The Workforce Boards Alamo and Middle Rio Grande Valley have connections to employers within each of their regions. Their role within this program will open doors for students completing the Cyber TX training and course work to relevant cyber security focused workforce opportunities. Intermediaries: ESC Region 20 & ESC Region 15,  ExperienceUSA, NSA Texas, City of San Antonio; IHEs: Alamo Colleges, UTA,  and UTSA; Workforce Boards: AWS and WSMRGV; Workforce partners: CPS Energy, Cyber Texas, NSA TX; School districts: Fredricksburg, Nueces Canyon, Cotulla,  and Devine ISDs.
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